Planning and Finance Committee Meeting Minutes
Wednesday, January 21st, 2026
6:00 pm
Spotlight Room, Bone Student Center

Call to Order (6:01pm)
Roll Call
In attendance: German, Bonnell, Marshack, Torry, Porter, Petit, Stoner, Polifka, Cutting, Nelson, Paolucci, Bailey, Magnuson, Taube
Absent:  Figueroa-Fragoso (will not be serving on P&F Spring semester due to class conflict)
Public Comment
· No comment
Order of Business  
1. Approval of Committee Minutes from 12-10 (minutes attached in email)
· 1st Pettit
· 2nd Stoner
2. Policy 1.7 (Use of Equipment for Surveillance) https://policy.illinoisstate.edu/conduct/1-1-7/
· Rob Bailey Exec Dir Student Affairs IT discusses perspectives on 1.7 revision
i. Over the past 10 years, cameras have been consolidated 
1. One camera system for the campus 
ii. The system has over 1,000 cameras being used 
iii. 85% of the cameras are used for safety and security reasons
iv. Some cameras are used as operational use 
1. For example, loading a dock, ticket lines, dining facilities
v. There are cameras used for academic purposes 
1. Testing centers as required. 
2. Student access and accommodation services for proctoring 
3. Counseling rooms with explicit written consent for both video and audio recording 
vi. These uses complicate simple distinctions between public and private spaces
vii. Most cameras serve with multiple purposes 
viii. Limited amounts of people have access to the camera system
1. Police could have access to any camera, but it must be emergency use only
ix. The biggest gaps in the policy are
1. Lack of clarity around operational -use cameras 
2. Need for clearer definitions of residential but non-public spaces (such as residence halls hallways) 
3. Explicitly exemptions for cameras in clinical and academic setting with consent 
4. Clarification around monitoring lawful but potentially volatile activities, Such as protest or large events where police observation may be necessary for safety.
· Roy Magnuson Adaptive Edge Institute discuss perspectives on 1.7 revision
i. Some questions to consider 
1. Is there a governance trigger if new features such as behavioral analytics or biometric tools are added by vendors? 
2. Should AI be explicitly bound by the same rules that apply to human operators?
3. Is there a requirement for human verification before AI-generated alerts lead to action 
4. How does vendor lock-in affect data ownership and portability? 
5. Should the policy include a mechanism for frequent review and rapid updates, rather than waiting many years between revisions? 
ii. BIPA (Illinois’ Biometric information Privacy Act) does provide strong protection and limits what vendors can legally offer
iii. The growing possibility of local, secure AI computing on campus rather than cloud-based processing. 
1. This could change how the data is handled in the future and may need to be considered as policies evolve. 
iv. Recommended changes 
1. Encourage transparency 
2. Requires regular review of AI-related capabilities 
3. Allows limited administrative updates for emerging issues. With later Senate confirmation
3. Policy 9.2 – Committee Follows Up on Legal Counsel Response (legal response document linked in Teams files)
· CISO Dan Taube can summarize reactions from General Counsel and walk us through 9.2 draft revisions in response to Counsel’s feedback
Unanimous Vote to move 9.2 forward 
· 1st Porter
· 2nd Polifka
4. Adjourn (6:49)
· 1st Blanco Lobo
· 2nd Pettit
